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11.8.5 Remote Assistance (4:28)

11.8.6 Remote Assistance Facts

11.8.7 Using Remote Assistance (7:14)

11.8.8 Configure Remote Assistance

11.8.9 Practice Questions

11.9 System Troubleshooting Tools
11.9.1 System Troubleshooting Tools (5:23)
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11.9.2 Troubleshooting Startup (4:25)

11.9.3 Troubleshoot Startup

11.9.4 System Troubleshooting Tool Facts

11.9.5 Monitoring Device Health with Intune (6:55)

11.9.6 Monitoring Device Security with Intune (3:14)

11.9.7 Monitoring Device Health and Security with Intune Facts

11.9.8 Using PowerShell Scripts (8:33)

11.9.9 PowerShell Scripting Facts

11.9.10 Practice Questions

12.0  SYSTEM PROTECTION

12.1 Windows Updates
12.1.1 Windows Updates (7:27)

12.1.2 Windows Servicing Options (5:38)

12.1.3 Configuring Windows Update on Windows 10 (6:21)

12.1.4 Updating Windows Store Applications (1:21)

12.1.5 Configure Windows Update

12.1.6 Windows 10 Update Facts

12.1.7 Practice Questions

12.2 Advanced Windows Updates
12.2.1 Configuring Windows Update for Business (5:26)

12.2.2 Validating and Troubleshooting Updates - Part 1 (6:03)

12.2.3 Validating and Troubleshooting Updates - Part 2 (5:37)

12.2.4 Delivering Updates Using Intune (3:25)

12.2.5 Advanced Windows Update Facts

12.2.6 Windows Update Group Policy Settings

12.2.7 Practice Questions

12.3 System Restore
12.3.1 System Restore (6:54)

12.3.2 Configuring System Restore (8:28)

12.3.3 Create a Restore Point

12.3.4 System Restore Facts

12.3.5 Practice Questions

12.4 Backup
12.4.1 Windows File Backup (12:56)

12.4.2 Implementing File Backups (3:35)

12.4.3 File History Facts
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12.4.4 Back Up Files with File History

12.4.5 Backing Up Data with WBAdmin (7:15)

12.4.6 Data Backup Facts

12.4.7 Practice Questions

12.5 Recovery
12.5.1 Recovering Files from Backup (7:56)

12.5.2 Recover a File from File History

12.5.3 Recover a File from Previous Versions

12.5.4 Recovering the System from Backup (5:19)

12.5.5 Data Recovery Facts

12.5.6 Practice Questions

12.6 Recovery Environment
12.6.1 Windows System Recovery (10:53)

12.6.2 Creating Recovery Media (3:27)

12.6.3 Using Recovery Environment Options (6:51)

12.6.4 Refreshing the Operating System (4:45)

12.6.5 Resetting the Operating System (6:20)

12.6.6 Preparing the System for Recycling (4:16)

12.6.7 Using BootRec (4:04)

12.6.8 Recovery Environment Facts

12.6.9 Advanced Startup Option Facts

12.6.10 Practice Questions

13.0  WINDOWS DEFENDER

13.1 Malware Protection
13.1.1 Malware (11:52)

13.1.2 Malware Facts

13.1.3 Malware Protection (11:23)

13.1.4 Malware Protection Facts

13.1.5 Practice Questions

13.2 Windows Security
13.2.1 Manage Windows Security (6:14)

13.2.2 Windows Security Facts

13.2.3 Configure Windows Security

13.2.4 Practice Questions

13.3 Windows Defender Credential Guard
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13.3.1 Windows Defender Credential Guard (4:46)

13.3.2 Use Windows Credential Guard (2:52)

13.3.3 Windows Defender Credential Guard Facts

13.3.4 Configure Windows Defender Credential Guard

13.3.5 Practice Questions

13.4 Windows Defender Exploit Guard
13.4.1 Windows Defender Exploit Guard (11:46)

13.4.2 Use Windows Exploit Guard (4:25)

13.4.3 Windows Defender Exploit Guard Facts

13.4.4 Configure Windows Defender Exploit Guard

13.4.5 Practice Questions

13.5 Windows Defender Advanced Threat Protection
13.5.1 Windows Defender Advanced Threat Protection (12:22)

13.5.2 Use Windows Defender Advanced Threat Protection (4:39)

13.5.3 Windows Defender Advanced Threat Protection Facts

13.5.4 Practice Questions

13.6 Windows Defender Application Control
13.6.1 Windows Defender Application Control (13:54)

13.6.2 Using Windows Defender Application Control (5:38)

13.6.3 Windows Defender Application Control Facts

13.6.4 Configure Windows Defender Application Control

13.6.5 Practice Questions

13.7 Windows Defender Application Guard
13.7.1 Windows Defender Application Guard (6:12)

13.7.2 Using Windows Defender Application Guard (3:36)

13.7.3 Windows Defender Application Guard Facts

13.7.4 Practice Questions

13.8 Windows Defender Firewall
13.8.1 Windows Defender Firewall (8:42)

13.8.2 Configuring Windows Defender Firewall (4:29)

13.8.3 Windows Defender Firewall Facts

13.8.4 Configure the Windows Firewall

13.8.5 Practice Questions

13.9 Windows Defender Firewall with Advanced Security
13.9.1 Configuring WDFAS (8:51)

13.9.2 Configuring an IPsec Connection in WDFAS (8:53)
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13.9.3 WDFAS Facts

13.9.4 Configuring Windows Defender Firewall Using PowerShell (7:22)

13.9.5 Firewall Configuration with PowerShell Facts

13.9.6 Practice Questions

A.0  TESTOUT CLIENT PRO - PRACTICE EXAMS

A.1 Prepare for TestOut Client Pro Certification
A.1.1 TestOut Client Pro Exam Objectives

A.1.2 TestOut Client Pro Objectives by Course Section

A.1.3 How to take the Certification Exam

A.1.4 Certification FAQs

A.2 TestOut Client Pro Question Review
A.2.1 Client Pro Objective 1: Configuration

A.2.2 Client Pro Objective 2: Management

A.2.3 Client Pro Objective 3: Networking

A.2.4 Client Pro Objective 4: Support

A.3 TestOut Client Pro Certification Practice Exam

B.0  MICROSOFT MD-100 - PRACTICE EXAMS

B.1 Prepare for Microsoft MD-100 Certification
B.1.1 Microsoft MD-100 Exam Objectives

B.1.2 Microsoft MD-100 Exam Objectives by Course Section

B.1.3 Exam FAQs

B.1.4 How to Register for an Exam

B.1.5 Exam-taking Hints and Tips

B.2 Microsoft MD-100 Question Review (20 Random Questions)
B.2.1 Objective 1.0 Deploy Windows, 20 Random Questions

B.2.2 Objective 2.0 Manage Devices and Data, 20 Random Questions

B.2.3 Objective 3.0 Configure Connectivity, 20 Random Questions

B.2.4 Objective 4.0 Maintain Windows, 20 Random Questions

B.3 Microsoft MD-100 Question Review (All Questions)
B.3.1 Objective 1.0 Deploy Windows, All Questions

B.3.2 Objective 2.0 Manage Devices and Data, All Questions

B.3.3 Objective 3.0 Configure Connectivity, All Questions

B.3.4 Objective 4.0 Maintain Windows, All Questions

B.4 Microsoft MD-100 Certification Practice Exam
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C.0  MICROSOFT MD-101 - PRACTICE EXAMS

C.1 Prepare for Microsoft MD-101 Certification
C.1.1 Microsoft MD-101 Exam Objectives

C.1.2 Microsoft MD-101 Exam Objectives by Course Section

C.1.3 Exam FAQs

C.1.4 How to Register for an Exam

C.1.5 Exam-taking Hints and Tips

C.2 Microsoft MD-101 Question Review (20 Random Questions)
C.2.1 Objective 1.0 Deploy and Update Operating Systems, 20 Random Questions

C.2.2 Objective 2.0 Manage Policies and Profiles, 20 Random Questions

C.2.3 Objective 3.0 Manage and protect devices, 20 Random Questions

C.2.4 Objective 4.0 Manage Apps and Data, 20 Random Questions

C.3 Microsoft MD-101 Question Review (All Questions)
C.3.1 Objective 1.0 Deploy and Update Operating Systems, All Questions

C.3.2 Objective 2.0 Manage Policies and Profiles, All Questions

C.3.3 Objective 3.0 Manage and protect devices, All Questions

C.3.4 Objective 4.0 Manage Apps and Data, All Questions

C.4 Microsoft MD-101 Certification Practice Exam
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